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“Too many foreigners in the English game” has been cited by
the Brazilian football legend Carlos Alberto as a reason for
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the English

As has been well-publicised, the US ‘Safe Harbour’ principles
have been found to be insufficient protection against breaches
of human rights occurring when data is transferred out of the
EU to the USA.

Maximillian Schrems is an Austrian Facebook user living in
Austria. As Facebook’s system is set up such that all EU users
enter into a contract with Facebook Ireland (a subsidiary of
the US parent) Mr Schrems made a complaint to the Irish Data
Commissioner about his personal data being transferred from
the EU to the USA to be processed. Mr Schrems argued that the
Safe  Harbour  principles,  by  which  non-EU  data  controllers
self-certify that they are compliant with EU data protection
law,  do  not  provide  adequate  protection  for  his  data,
particularly  given  the  revelations  from  Edward  Snowden
regarding mass governmental surveillance. The Irish High Court
found that there had been a “significant over-reach” by the
NSA and other federal agencies, and referred the matter to the
European Court of Justice.

The  ECJ  overruled  an  earlier  European  Commission  decision
which had approved the Safe Harbour regime, holding that the
US system fails to provide any guidance as to the measures by
which data will be processed, nor does it provide any legal
redress for data subjects following misuse of their data. It
also noted that public authorities in the US are not required
to comply with the Safe Harbour principles.

Whilst  First-Vice  President  Timmermans  of  the  European
Commission has stressed that data transfers between the EU and
US can continue under other data protection provisions in the
wake of this decision, it is not clear what provisions he
intended to refer to. It appears that the impact of this
decision  will  leave  the  legal  position  for  non-EU  data
controllers somewhat more precarious until a resolution is
secured. That said, in practice the impact of the decision may



be less significant than it first appears, as multinationals
often seek express consent for data to be transferred out of
the EU and in practice the Commission has indicated there will
be no prosecutions for the routine transfer of data until a
resolution is achieved.
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